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Revision history

Direct Connect
Date Description
2017-09-19 Determining whether you should upgrade to BlackBerry UEM
2017-08-28 Version numbers updated for latest release; no content changes.
2017-07-18 Updated for latest release
2017-01-31 Version numbers updated for latest release; no content changes.
2016-12-19 Version numbers updated for latest release; no content changes.
2016-06-29 Version numbers updated for latest release; no content changes.
2016-03-10 Truncated revision history to reduce bulk.
2016-01-26 Added clarifying note to Configuring the F5 virtual server that unless a field and value is
specifically called out, all values can be left at their defaults on the F5.
2016-01-15 Version numbers updated for latest release; no content changes.
2015-10-07 Added description of Enterprise CA certs with SSL-certificate-based client authentication
2015-10-12 Added new deployment configuration: Forward proxy with the F5appliance

Determining whether you should upgrade to BlackBerry
UEM

If you require MDM or MAM capabilities, you must manage BlackBerry Dynamics apps using BlackBerry UEM. When
you upgrade from Good Control to BlackBerry UEM, you not only get to use the great feature set that Good Control

provides but you also get to take advantage of an enhanced feature set such as:

Support for more policies for operating systems

Better app management

More container types

Improved administration and provisioning

Advanced connectivity and networking

Expanded compliance and integrity checking

Additional email, content, location, and certificate features
Access to BlackBerry Web Services APIs




What's New in BlackBerry Dynamics Direct Connect

For information on how to use BlackBerry UEM to manage BlackBerry Dynamics apps, see the Getting started with
BlackBerry UEM and BlackBerry Dynamics content.

For more information on the benefits of using BlackBerry UEM, see Benefits of upgrading from Good Control to
BlackBerry UEM.

What's New in BlackBerry Dynamics Direct Connect

Enterprise CA certs with SSL-certificate-based client
authentication

Previous versions of BlackBerry Dynamics supported mutual TLS authentication with a client certificate automatically
issued by the BlackBerry Dynamics CA during provisioning. This functionality has now been extended to support
enterprise-CA-issued TLS client auth certificates issued by the organization’s own internal, enterprise CA, and
synchronized to the BlackBerry Dynamics Runtime as a PKCS 12 file (with pfx or p12 filename extension).

The setup for SSL-certificate based client authentication with enterprise-CA-issued certs is similar to setup with the GC-
issued certificate.

The certificate export/import onto the F5 or other appliance steps are the same as for the Good Control auto-
installedcertificate created by the GC or GP during installation.

Important: However, the appliance administrator must ensure that Trusted Certificate Authorities and Advertised
Certificate Authorities are set on the appliance's client-side listener with the required details about the enterprise CA.

Client Authentication

Client Cedificate Irequire -
Freguency Ialways -

Retain Cedificate [

Cerificate Chain Traversal
Depth K

Trusted Cedificate Authorities | GC10_GREEMROOT_CA j

Advertised Cerificate
Autharities

Cerificate Revocation List
(CRL) INnne -

Correct configuration of Advertised Certificate Authorities is especially important, because the BlackBerry Dynamics
Runtime uses this information in the TLS handshake to determine whether to send an enterprise-issued client certificate
or send the default the BlackBerry Dynamics-issued client certificate.

| GC10_GREENROOT_CA ~|
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BlackBerry Dynamics Direct Connect

BlackBerry Dynamics Direct Connect is a deployment option for the BlackBerry Dynamics Secure Mobility Platform. It
delivers direct control over application data path, reduces round trip time (RTT), and enhances performance—all
resulting in a superior user experience.

BlackBerry Dynamics Direct Connect has several benefits:

« Enhanced control because application data is always under corporate control, flowing directly to/from the corporate
network, an important feature when your enterprise needs its sensitive data restricted to national and/or corporate
boundaries.

« Improved network performance because BlackBerry Dynamics Direct Connect is a low-latency configuration
allowing Good-secured applications to communicate directly with the Good Proxy server, thereby reducing data
round trips to optimize bandwidth utilization for applications like HTTP video streaming.

« Better user experience because the reduced RTT lets applications refresh faster, contributing to a better overall user
experience.

Before the introduction of BlackBerry Dynamics Direct Connect, the physical distance of users and organizations in the
Eastern US, Europe and Asia from the BlackBerry Dynamics NOC servers located on the USA’s West Coast potentially
meant longer network RTT because of latency in connection establishment.

Direct Connect avoids this latency issue by allowing your enterprise BlackBerry Dynamics clients to establish direct
connections with GP servers located behind the internal firewall, bypassing the BlackBerry Dynamics NOC servers to
eliminate four long hops—from BlackBerry Dynamics client to BlackBerry Dynamics NOC, from BlackBerry Dynamics
NOC to GP, then two hops back to the BlackBerry Dynamics client from the GP, thereby reducing RTT.

Below are high-level views of the BlackBerry Dynamics architecture, with and without Direct Connect. Direct Connect
has four basic deployment models, which are detailed in Deployment configurations .



BlackBerry Dynamics Direct Connect

GD Without Direct Connect

Il « 1
i

= a
ﬁ e EE Eﬁ E E
GD With Direct Connect E a
Ggpd - 4 ==
1 — 5
a == ==
- L
= Wariglions an E E ﬂ E E
qe= oo Em SE SOESE
= e _ - =T

Depending on your organization’s proximity to the BlackBerry Dynamics NOC, and assuming your BlackBerry
Dynamics clients are situated closer to your GP servers than to the BlackBerry Dynamics NOC, the Direct Connect
feature will likely improve the performance while reducing the latency of your BlackBerry Dynamics platform.

BlackBerry Dynamics Direct Connect does not eliminate the need for the BlackBerry Dynamics NOC, which is still
required for application activation and authorization on client devices. Once provisioned and activated, Direct Connect
affords you the flexibility to route application directly from your enterprise network to/from the application containers on
the device, instead of having to go through the BlackBerry Dynamics NOC.

Direct Connect does not require any new BlackBerry components, although you can optionally use a standard
commercial off the shelf HTTP proxy server to enable Direct Connect, rather than connecting to a GP server if so
desired.

Direct Connect is not designed to provide better performance than a VPN. You should also not expect to see
improvements when the BlackBerry Dynamics client is in close proximity to the BlackBerry Dynamics NOC.

About the BlackBerry Dynamics NOC and Direct Connect

Even with the Direct Connect configuration, it is important to know that the BlackBerry Dynamics Network Operation
Center (NOC) is still a critical part of the architecture. It is always relied on for the following functions:

« Provisioning of applications on mobile devices.
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Notification of policy updates to active (currently open) BlackBerry Dynamics containers. For inactive containers,
the policy update takes place the next time the container opens, but realtime notification requires a connection to the

NOC.
Applications that rely on the Secure Push Channel require connectivity to the NOC.

Other reliance on the BlackBerry Dynamics NOC with Direct Connect (or not) is pointed out in other sections of this

document.

About BlackBerry Dynamics software version numbers

The cover of this document shows the base or major version number of the product, but not the full, exact version
number (which includes "point releases"), which can change over time while the major version number remains the
same. The document, however, is always current with the latest release.

If in doubt about the exact version number of a product, check the BlackBerry Developer Network for the latest release.

Relationship to Cloud GC: feature not applicable

The feature, service, server type, or software described in this guide is not available on Good Control Cloud because it is

not applicable in a hosted environment.
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Deployment configurations

Regardless of which DC deployment option is used, the following statements are always true.

« BlackBerry Dynamics NOC:
« Provisioning of applications on mobile devices.

« Notification of policy updates to active (currently open) BlackBerry Dynamics containers. For inactive
containers, the policy update takes place the next time the container opens, but realtime notification requires

a connection to the NOC.

« Applications that rely on the Secure Push Channel require connectivity to the NOC.
o SSL/TLS: Communication between a client and the Good Proxy server is always secured over SSL/TLS.
« Access: By default all clients are denied access to the Good Proxy server.
« Good Control: An administrator retains all device management capabilities in Good Control.
Direct Connect does not change the security of the system. It simply provides an alternate way to deliver data from the
client to the Good Proxy server. In the following section we will take a closer look at the various ways that DC can be
deployed.

There are several key ways to deploy DC.

« Portforwarding
« fForward proxy without appliance
o Forward proxy with the Fhappliance

« SSL bridging and a variation SSL-certificate-based client authentication including Enterprise CA certs with SSL-
certificate-based client authentication
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Port forwarding

Deployment configurations

This is the simplest deployment option for DC. In this approach we simply port forward all incoming client traffic to the
Good Proxy server. There are two variations of this approach. The first variation is to port forward from the edge of the
perimeter network directly into the corporate network where the Good Proxy resides. The Good Proxy server only
requires one inbound port, TCP 17533. As long as the perimeter firewall is configured to only allow this port to the Good
Proxy server then access is secured. As noted above, security policies are setup and managed in Good Control to allow

access to the system.

The second variation of the port forwarding approach is to place the Good Proxy server in the corporate DMZ. The
benefit of this approach is that you don’t need to port forward directly from the edge of the perimeter network directly
into the corporate network. Instead, you only need to port forward from the edge to the corporate DMZ network.
However, additional ports will need to be open between the DMZ network and the corporate network in order to
facilitate traffic between the Good Proxy and internal resources.

Both variations of the port forwarding approach are shown below.
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Port forwarding requirements

Regardless of which variation is used, a publicly routable DNS name is required for each Good Proxy server, for
example, gp.mydomain. com. Depending on which method is used, the firewalls must be adjusted accordingly to
forward TCP 17533. If you chose to place the Good Proxy server in the DMZ, then additional ports, including port
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17433, need to be open between the DMZ and the corporate network. Other ports between the DMZ and corporate
network vary depending on the resources that are required.

In Good Control, the Direct Connect configuration is accessible in the following menu on the left navigation area:
Servers -> Direct Connect tab. The following is an example of the settings.

Server Settings

GEMERAL | SELF SERVICE DIRECT CONMECT SERVER PROPERTIES
¥ FIRST
DIRECT WEB
GP NAME CONNECT HOST NAME PROXY PROXY HOST PROXY PORT ACTIONS
GD1000BE38.GPS- Yes trunk-fresh- No
trunk-fresh-sgl sql.gd.gagood.com

12
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fForward proxy without appliance

In this DC deployment option, a forward proxy web server is used to proxy client requests to the Good Proxy server. The
following diagram illustrates how this is deployed. For simplicity, only the vital components are shown.
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The major benefits of this approach are:
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« No needto port forward directly from the edge network to the internal corporate network.

« The forward proxy can load-balance incoming client traffic across multiple Good Proxy servers.

Forward proxy requirements

Direct Connect is agnostic with respect to forward proxying as long as the configuration meets the following
requirements.

ok W

The forward proxy server must support the “HTTP CONNECT” method

The forward proxy must be able to communicate with the Good Proxy server via TCP port 17533

The forward proxy must be able to resolve the Good Proxy server's hostname.

An inbound port must be allowed to the Forward Proxy server. This port is arbitrary.

A publicly resolvable DNS hostname must be assigned to the Forward Proxy server.

As long as the above requirements are met any Forward Proxy servers can be used for direct connect.

In Good Control, the Direct Connect configuration is accessible in the following menu on the left navigation area:
Servers -> Direct Connect tab. The following is an example of the settings.

13
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Server Settings

GEMERAL | SELF SERVICE DIRECT CONMNECT SERVER PROPERTIES
¥ FIRST
DIRECT WEB
GP NAME CONNECT HOST NAME PROXY PROXY HOST PROXY FORT ACTIONS
GD10008838.GP5- Yes trunk-fresh-sgl.gd.g Yes gp.mydomain.com 80 X

trunk-fresh-sg|

14
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Forward proxy with the Fbappliance

In a forward proxy configuration, the F5 is configured as a forward proxy to facilitate the traffic between the client app
and the Good Proxy server. Specifically, the F5 will act as a tunneling vehicle for the client app and the Good Proxy. The
client app will initiate a “HTTP CONNECT” tunnel request to the F5. The request will contain the Good Proxy server that
the client needs to connect with. If permitted by the F5, the request will be sent to the appropriate Good Proxy server.
Once the tunnel is up, the client app will establish a SSL/TLS connection with the Good Proxy. Once again, all traffic
between the client app and the Good Proxy server is facilitated via SSL/TLS.

The below diagram depicts the general architecture for this configuration. Itis important to note that the incoming port
from the client app to the F5 is arbitrary. The diagram shows 80; however, any port can be used as long as it is
available. The port from the F5 to the Good Proxy must be 17533.

BlackBerry Dynamics DC with Forward Proxy

( Good Dynamics with Direct Connect via Forward Proxy ]
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F5 BIG-IP LTM configuration

General configuration of the F5 BIG-IP LTM server is outside the scope of this document. Instead, this section will cover
specific configuration as it pertains to BlackBerry Dynamics Direct Connect.

Note: the instructions listed below are based on version 11.5.1 build 0.4.110. Screen shots and instructions may vary
on different versions.
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Configuring forward proxy

By default the F5 server does not have a setting for “Forward Proxy”. Instead, it is up to the administrator to create the
necessary configurations to implement a forward proxy. The most common way to do this is to create an iRule that
emulates a forward proxy. An example can be found in F5’s DevCentral.

https://devcentral.f5.com/wiki/irules.HTTP-Forward-Proxy-v3-2.ashx

We will use this example for the rest of the configuration; however, please make sure you understand how this iRule
works before applying it on your system.

procedure — create irule:

1. The first thing that needs to be done is to copy the script. Hoover your mouse over the right hand corner of the
script. Three options should appear. Use the first one to copy the script (see below).

DevCentral | ADC | APM | FirePass | iApp | iCall | iControl | iControlREST | iHealth | iRules | Media | & MVP | TMSH |

|Ru|es Acceleration
This Wiki - Home Page | All Pages | Categories | Create a new Page | Syndication &g Exd
HTTP Forward Proxy - v3.2 Edit
- g ., B8
Description

This iRule will act as a forward proxy for HT TP requests. Set the virtual server that this iRule is connected to as the proxy server for your
web browser. It can handle any HTTP request and also HT TPS requests through the CONNECT method

Contribution

There have been several contributors to this iRule over the years, but | believe a bulk of the work was done by Pat Chang. Feel free to
update this if you contributed at some stage

Edit

Edit
-
v10.1 version
28l | ## HTTP _Proxy v3.2 .
002 | 22 =) e
803 | 2% This ifule will act o5 o forword proxy jor HTTP requests
ee4 | ## Set the virtuagl server that this iRule is connected teo as the proxy
885 | ## server for your web browser. This con handle any HTTP request and also
@86 | ## HTTPS requests through the CONNECT method.
a7 | &2
@68 | 4% CMP compotible: VYes
aeg | 2z
@16 | 2% This rule reguires:
11 | 2% Just modify the DN5 server gnd apply it to o Virtuol Server

2. Loginto the F5 console. From the Main tab -> Local Traffic -> iRules

3. Click Create and then fill in the name and paste in the script.

16
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() Local Traffic

Metwork Map
Virtual Servers
Paolicies
Profiles
iRules
Fools
MNodes
IMonitors
Traffic Class

Address Translation

Deployment configurations

Local Traffic :» iRules :iRule List :»

Properties
Name ForwardProxy

## HITP Proxy w3.2
FF
## This iRule will act a3 a forward proxy for HITP requests
## Set the virtual server that this iRule is connected toc &3 the proxy
#% server for your web browser. This can handle any HITP request and also
## HITPS requests through the CONNECT method.
Lid
## CMP compatible: Yes

. FF

Definition ## This rule reguires:

FF Just medify the DNS server and apply it to a Virtual Server
ki
#%# This rule developed on:
F4 IMOS wll.2 (though should be backward compatible to 10.1)
#: LT
'l 1
| Extend Text Area
DWrap Text

Before clicking Finish, update the DNS server value to reflect your DNS server.

Properties

I Mame

Definition

4. Done

Forward Proxy

5
## Sizing data:
FF HNot cocllected

when RULE_INIT {

}

when HTTE REQUEST |
set DNS ERRCR 0

#nnnl  mw nnnd

et atatic::DEBUG 1
et static::dns "139.134.5.51"

set HITP_ERRORS03_DNS "<h4>Errcr: Host not found. Please check the websit
# This is required tc awoid errcrs with sessicn statements later - change tes
# This pool is never really uaed

T

* |

Procedure — create virtual server

1. Create Virtual Server :From the Main tab -> Local Traffic -> Virtual Servers

2. Click Create and note the following settings

17
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a. Name —this is arbitrary

b. Destination — this should be a publicly accessible address or an internal address that is NATTed to a publicly

accessible address. The type should be host.

c. Service Port — this is arbitrary as long as it is available.

Local Traffic »» Pools : Pool List »» Hew Pool...

Configuration: I Basic : e

.
I Mame | pl_gd_servers ]
Description | Good Proxy Servers )
Active Ayailable
Health Monitors gateway_icmp |=|
Resources
p— .
@ad Balancing Method |Rnund Robin E)
Priority Group Activation I Disabled :
,ll"
f @ pew Mode ) Mode List \
Node Name:| POCO1B (Dptional)
Address: | 172.31.56.11

Select..

=]

Sernvice Port: I 17533

Mew Members

Rt F:0 C:0 POCOMAIT2.31.55233 17533
Rt F:0 C:0 POCOMB 172.31.56.11 (117533

b

-

J

d. HTTP Profile — should be HTTP (use the default one)
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General Properties

I Mame | GDDirectConnect
Description | Good Dynamics Direct Connect
Type | Standard |=|
Source |

Type: @ Host O Network

Destination
F«ddress:l 172.31.33.2

Senvice Port | 80 | HTTP =

e. Source Address Translation — set to Auto Map

Configuration: I Basic |:|

Protocol | TCP 2

Protocol Profile (Client) | tcp

Protocol Profile (Server) (Use Client Profile)

=]
B =]
( HTTP Profile | http B2 )

FTF Profile I Mane
RTSP Profile | Mane

f. iRules — select the ForwardProxy iRule that was created earlier

| T
Default Poal |pl_gd_ser'u'ers [=]
Default Persistence Profile | Mone E
g. Click Finish
8. Done

GC Direct Connect for forward proxy

Login to the Good Control web portal to complete the following procedures:
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Click Settings -> Direct Connect

2. For each Good Proxy server that will participate in Direct Connect, update the following fields

a. Direct Connect: Yes

b. Host name: this has to be a DNS that resolves to the respective GP server. This value cannot be an IP address
c. Web Proxy: Yes

d. Proxy Host: this value needs to the publicly accessible IP address or DNS name of the Fb.

e. Proxy Port: this is the external port that the F5 will listen on.

f. The settings should look something like this:

Server Settings

GEMERAL | SELF SERVICE DIRECT CONNECT SERVER PROPERTIES
¥ FIRST
DIRECT WEB
GP MAME CONNECT HOST NAME PROXY PROXY HOST
GD-trunk-1 Yes pocdla.mydemolair Yes 54.86.11.158
GD-trunk-2 Yes pocO1Bmydemolair  Yes 54.86,11.158

Click Submit to save the changes.

3. Done

20
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Deployment configurations

SSL bridging

This deployment option is the most complex. This option involves using a third-party appliance to terminate the SSL/TLS
connection from both the client and the Good Proxy server. The third-party appliance then bridges the two connections.
The architecture is as follow:

[ Direct Connect with SSL Bridging ]

s o N ST T T T N
! Cellular / Wifi Lo Handhelds |
Company A Intranet Company A DMZ | Network | | |
| L '
I [ |
2 Sl I !
= =l P '
o - oo | | |
TcP17533 | = 5 TCP17533 = | < T ; I
= s = | | |
X ! \—\/—/ L |
. |
Good Proxy Third party : : | |
SSL Bridging | | : |
. |
Appliance | [
\_ e A I‘.,_ _____________ ! N e e e ..JF

The benefit of this approach is that the third-party appliance may be able to do additional filtering of the incoming traffic
before sending it to the Good Proxy server. Load balancing of the incoming client traffic can also be achieved. However,
these functions are highly dependent on the third-party appliance that is used. Configuration of these features is beyond
the scope of Direct Connect. Consult your appliance manufacturer's documentation.

SSL bridging requirements

Direct connect is agnostic to the third-party SSL bridging appliance that is used as long as it meets the following
requirements:

1. The bridging appliance must be able support the following ciphers

a. TLS_RSA_WITH_AES_256_CBC_SHA256 OR

b. TLS_ECDHE_ECDSA_WITH_AES_256_GCM_SHA384

2. Inbound TCP 17533 must be opened to the appliance.

3. Outbound TCP 17533 must be open from the appliance to the Good Proxy server.

4. A publicly resolvable DNS hostname must be assigned to the appliance for the purpose of DC.

As long as the above requirements are met any third-party SSL bridging appliance can be used for DC. An example of
how to configure a F5 BIG-IP LTM appliance for SSL bridging for DC is in Direct Connect with SSL termination at reverse
Proxy .

In Good Control, the Direct Connect configuration is accessible in the following menu on the left navigation area:
Servers -> Settings -> Direct Connect tab. The following is an example of the settings.
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Server Settings

GEMERAL | SELF SERVICE DIRECT CONMECT SERVER PROPERTIES
¥ FIRST
DIRECT WEB
GP NAME CONNECT HOST NAME PROXY PROXY HOST PROXY PORT ACTIONS
GD10008E38.GPS- Yes trunk-fresh- No ‘I
trunk-fresh-sg| sql.gd.gagood.com

Note: This Good Control configuration is exactly the same as the Port Forwarding deployment model.

22
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SSL-certificate-based client authentication

This deployment option is a variation on SSL bridging . In SSL bridging, an SSL termination device (or "appliance", such
as Netscaler or F5) terminates the incoming direct connect connections and acts as a bridge between users' mobile
devices and the GP. The SSL listener or connection point on the bridge contains the same public and private key that
resides on the GP server the connections are destined for. In this configuration, connections from the mobile devices
are terminated on the appliance, and a new secure channel is created from the appliance back to the GP. This allows
true termination at the edge for incoming connections.

During the provisioning process of each BlackBerry Dynamics secured application, a certificate signing request (CSR) is
generated by the application and signed by the GDCA (BlackBerry Dynamics Certificate Authority). After being signed,
this Inter-Container Communication certificate (or “ICC cert”) is sent to the application, where it is secured inside the
secure container of the application. The GDCA that signs the ICC certificate is the root CA of a client’s specific
BlackBerry Dynamics environment, and is the same root CA that signs the certificates on the GP servers and also the
certificate exported to the listener of the SSL termination device where the SSL connection for Direct Connect
terminates in this configuration.

Every application has an ICC certificate. This certificate is specific to the application, its specific BlackBerry Dynamics
environment used for key generation, and device on which the application is installed. The certificate is used for Good's
patented Shared Services Framework (also know as AppKinetics) for inter-application transfer of files/data, such as
“open-in” functionality. The SSL termination device’s listener (endpoint) is responsible for issuing the challenge for
presentation of a client certificate during the Direct Connect TLS 1.2 channel establishment from the application to the
appliance. Therefore, the appliance must have a copy of the GDCA certificate. In the negotiation phase, once
challenged, the application presents the ICC certificate to the appliance's listener, which then validates the ICC
certificate against the GDCA certificate authority. The application also validates that the certificate presented by the
appliance during the negotiation is signed by the GDCA, because the application has a copy of this root certificate in its
secure container, as well. After both certificates are validated, the connection is considered authenticated and the TLS
channel is successfully established. If the ICC cert is signed by any certificate authority other than the same GDCA that
is configured on the appliance’s listener, the authentication fails and no TLS channel can be established.

Setup Requirements
1. Make sure that your communications appliance supports SSL-certificate-based client authentication.

2. Setup Direct Connect with the SSL bridging deployment configuration.

3. Configure the SSL listener on your appliance to require client certificate authentication. The device must also be
configured to validate the presented client certificates against the GDCA root certificate, which must be exported
from the GC and imported into your appliance. The exact steps on establishing this appliance requirement vary from
one vendor to another. Consult your appliance vendor's documentation.

Below is an example of the relevant settings on the F5, which come at the bottom of the Client-SSL Profile section.
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Deployment configurations

Note the name of the Certificate Authority: GDCA.

Client Authentication

Client Cetificate require -
Fregquency always -

Retain Certificate v Enabled

Cedificate Chain Traversal

Depth 3

Trusted Certificate Authorifies | | GDCA ~|
Advertised Cedificate

Authorities | None =]
Cedificate Revocation List

(CRLY Mone -

pdate | Delete |

Enterprise CA certs with SSL-certificate-based client authentication

Previous versions of BlackBerry Dynamics supported mutual TLS authentication with a client certificate automatically
issued by the BlackBerry Dynamics CA during provisioning. This functionality has now been extended to support
enterprise-CA-issued TLS client auth certificates issued by the organization’s own internal, enterprise CA, and
synchronized to the BlackBerry Dynamics Runtime as a PKCS 12 file (with pfx or p12 filename extension).

The setup for SSL-certificate based client authentication with enterprise-CA-issued certs is similar to setup with the GC-
issued certificate.

The certificate export/import onto the F5 or other appliance steps are the same as for the Good Control auto-
installedcertificate created by the GC or GP during installation.

Important: However, the appliance administrator must ensure that Trusted Certificate Authorities and Advertised
Certificate Authorities are set on the appliance's client-side listener with the required details about the enterprise CA.
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Testing BlackBerry Dynamics Direct Connect

Client Authentication

Client Cedificate Irequire -
Fregquency Ialwaya -

Retain Cedificate [

Cetificate Chain Traversal
Depth K

Trusted Cedificate Autharities |GC1D_GREENRDOT_CA j

Advertised Cetificate
Autharities

Cetificate Revocation List
(CRLY INnne -

Correct configuration of Advertised Certificate Authorities is especially important, because the BlackBerry Dynamics
Runtime uses this information in the TLS handshake to determine whether to send an enterprise-issued client certificate
or send the default the BlackBerry Dynamics-issued client certificate.

| GC10_GREENROOT_CA |

Testing BlackBerry Dynamics Direct Connect

To test and verify your Direct Connect connectivity, we recommend using a custom application built with the latest
BlackBerry Dynamics SDK for iOS or for Android, or you can verify using one of the BlackBerry Dynamics sample
applications included in the downloaded SDK bundle; for instance, the RSSFeed sample app.

Additional considerations

The Good Proxy "external" address only needs to be reachable from the Internet if no HTTP proxy is used. Ifa HTTP
proxy is configured, then only the HTTP proxy address needs to be Internet accessible. The GP "external” address, in
this case, would only need to be accessible from the HTTP proxy.

Direct Connect is configured on an individual Good Proxy basis. This means you won’t be able to configure Direct
Connect at the cluster level. Itis therefore recommended as a best practice to make sure all GPs in a cluster are
configured for Direct Connect, since GPs in a cluster are chosen at random. Consequently, if some GPs in the cluster
are DC while others are not, you will continue to have some connections going through the BlackBerry Dynamics NOC
arbitrarily.

Frequently asked questions

Included here are some of the most commonly asked questions regarding the BlackBerry Dynamics Direct Connect
feature.
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Frequently asked questions

Q. Are there any special requirements when na HTTP proxy is used for implementing BlackBerry Dynamics Direct
Connect?

A.A customer can use a standard off the shelf (OTS) HTTP proxy server as long as it supports the HTTP connect
command and does not require separate authentication.

Q. Why would | choose to use the optional HTTP proxy?

A. You should choose the configuration that makes the most sense for your organization and environment. For instance,
you may opt to use a HTTP proxy in the DMZ to reduce the maintenance cost of adjusting the internal firewall to allow
connections between the Good Proxy and newly white-listed app servers. Even so, in cases where all connections to on-
premise servers go through a proxy on campus, using Good Proxy may be the more suitable installation option.

Q. Can a reverse proxy be used when implementing Direct Connect?
A. Yes. See the details for configuring Direct Connect with a reverse proxy in this document.

Q. If there is no authentication at the HTTP proxy server level, is the Direct Connect as secure as the standard
configuration, which relays data through the BlackBerry Dynamics NOC?

A. Generally when a HTTP proxy is put in the DMZ, authentication is required because the proxy is the access point to
anything within the enterprise. This stricture is accommodated by configuring the DMZ-based HTTP proxy to only allow a
path to the behind-the-firewall Good Proxy server using the specified port and address. Anything identified that is not
explicitly configured on the DMZ-based HTTP proxy will not be allowed to go through the enterprise firewall, thereby
restricting external access to the GP server, which performs the authentication, then allows the perimeter infrastructure
to do its business and take care things like DPI, DOS detection/prevention, and so forth.

Q. Is BlackBerry Dynamics Direct Connect supported in HA/DR scenario?

A. Not only can BlackBerry Dynamics Direct Connect be enabled in a HA/DR scenario, it is a recommended
configuration so you can take advantage of your designated fail-over path. You can configure one DMZ-based HTTP
proxy server for multiple Good Proxy instances or distinct DMZ-based HTTP proxy servers for each Good Proxy server.

Essentially, you could set up the primary cluster of Good Proxy servers to use the BlackBerry Dynamics Direct Connect
feature and point those Good Proxy servers to a single DMZ-based HTTP proxy server address. You can then designate
a secondary cluster of GP servers to use another DMZ-based HTTP proxy server. Or, you can choose not to enable
Direct Connect for that secondary cluster of GP servers.

Q. If the HTTP proxy in the DMZ fails and HA/DR has not been used, will clients fail over to the BlackBerry Dynamics
NQOC? Can this failover be turned off for regulatory reasons??

A. With Direct Connect, connectivity to App Servers will adhere strictly to configurations set in the Good Control server.
If you don’t provide a non-Direct Connect path to an App Server, the client app will never connect through the NOC.
However, for connectivity to BlackBerry Dynamics servers, if only Direct Connect paths are configured and the
BlackBerry Dynamics Library is unable to reach any BlackBerry Dynamics server via these Direct Connect paths, then
it will fail over to connecting through the NOC. This is done to ensure that any policy updates, server
configurations/addresses, and proxy configurations/addresses remain current.

Q. Can settings for the DMZ-based HTTP proxy be updated? If so, how quickly can these setting be received by a client
app?
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Frequently asked questions

A. You can update the addressing information for the DMZ-based HTTP proxy at any time from the Good Control
management console. Receipt of that new addressing information by the client app is immediate if the app connected to
the network. If not connected, then the new addressing information is received immediately upon the next connection.

Q. Does the client app always need to connect through the BlackBerry Dynamics NOC when there is a connection
failure to the DMZ-based HTTP proxy?

A. The complete BlackBerry Dynamics Direct Connect addressing information is sent to the client at activation and
again whenever this information is changed. If more than one HTTP proxy server is in use in an HA/DR scenario, the
client does not need to reconnect to the BlackBerry Dynamics NOC after a connection failure in order to get the
address of additional HTTP proxy servers, since it already has all of this information.

Q. If I implement Direct Connect, do | need to restart the BlackBerry Dynamics servers?

A. You do not need to restart the BlackBerry Dynamics servers if you change the BlackBerry Dynamics Direct Connect
setting. Changes are transparent to the end user.

Q. Do the BlackBerry Dynamics servers monitor the health of the proxies used for BlackBerry Dynamics Direct
Connect?

A. The BlackBerry Dynamics servers do not monitor the health of any HTTP web proxies used for Direct Connect. You
are therefore encouraged to configure multiple DMZ-based proxies, as well as to monitor proxy health using other off
the shelf network monitoring tools.

Q. How is app data secured with Direct Connect?

A. Not only is traffic end-to-end encrypted but in the Direct Connect case, where SSL is used to secure the link between
the client and the Direct Connect relay (or load balancer) the client only accepts certificates that come from a CA that is
under the control of the customer and so is not subject to attacks through the coercion of a commercial CA.

Q. For SSL bridging or proxying, how can | change/add to the SSL ciphers that can be allowed?

A. By default, SSL communications between the GC and GP servers over port 443 for the Direct Connect configuration
uses the following ciphers:

o TLS_RSA_WITH_AES_256_CBC_SHA256 OR

e TLS_ECDHE_ECDSA_WITH_AES_256_GCM_SHA384

If you need to add more ciphers, after installation, edit the GP server’s configuration file ¢: \good\gps .properties
and add the names of the ciphers to the gps .directconnect. supported. ciphers key.

One reason you might need to add more ciphers is if you have your own proxy server between your client devices and
the GP server configured for Direct Connect. This middle proxy is the one that determines which SSL ciphers to use. You
need to ensure that the GP server ciphers correspond to those required by your own proxy.

Q: Some of our BlackBerry Dynamics applications were compiled with older versions of the BlackBerry Dynamics SDKs
that do not support Direct Connect. Will they have issues connecting if we move to Direct Connect?

A: Yes. This will cause an issue and older apps will not be able to connect. One way to mitigate this problem is to
configure Direct Connect at the application level, so some applications communicate via Direct Connect(those
applications those that support Direct Connect), and other applications connect via BlackBerry Dynamics NOC.
However, to support this configuration, you will need multiple GP clusters.

27



Direct Connect with SSL termination at reverse proxy

Direct Connect with SSL termination at reverse proxy

BlackBerry Dynamics Direct Connect is currently supported in two main deployment models:

« Direct Connect with no Web Proxy

« Direct Connect with a Web Proxy

While both of these methods are supported, many enterprises prefer to use an edge network device that will terminate
the SSL connection from the device as it ingresses into the corporate network at internet edge. Upon connection to the

edge device, the application can establish connections to any of the Good Proxy servers defined in the cluster specified
for Direct Connect.

The following diagram showsthe network architecture, subnets, location of reverse proxy(F5), and traffic flow as
applicable to Direct Connect.

This architecture allows a single publically exposed IP address to accept connections for all servers within a GP cluster.

PUBLIC: 206.124.127.143
INTERNAL NAT: 10.120.15.12
TRAFFIC: TCP:17533 bi-directional

VIP: 10.120.15.12 - TCP:17533
Public FODN: F5.exgl3.com
Layer 4 Load Balancing

Least Connections

SSL Bridging(decrypt, re-encrypt)

\yatta Vrouter
172.16.4.1/24
VLAN-Intermal3-svi 7

ey Geo GPO1 GPO2 GPO3
172.16.4.2 172.16.4.3 172.16.4.6 172.16.4.7 1721648

Good Proxy Cluster
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Creating the key pair for external listener on F%

The BlackBerry Dynamics platform uses a proprietary method for signing, securing, and distribution of certificates used
in the communication process between GC and GP servers, along with communications between BlackBerry Dynamics
secured applications and GP servers.

For this initial testing, it is required to use some open source SSL key tools to create the necessary key pair required for
utilizing the F5 as a reverse proxy.

Installing the key store explorer

Some recommendations before you begin:

» Make a backup of the GC server's installation directory\jre\lib\security\cacertsfile.

« BlackBerry recommends that for testing you install the key store explorer on a server external to your intranet and
not on the GC server. GC has its own copy of the Java Runtime Engine (JRE) that is probably different from that
required by the key store explorer.

« From this separate server, make sure you have read/write access to the GC server's file system.

« Ifyou must install the key store explorer on the GC, install Java for it in a directory that is separate from the GC Java

directory. If the values of the GC's JAVA_HOME and JRE_HOME environment variables have to be modified, after
testing make sure to reset the variables to their original values.

Steps

1. Download the required version for your operating system onto your separate external-to-the-intranet server or the
Good Control server:
http://keystore-explorer.sourceforge.net/downloads.php

2. After launching the application you will be required to install Java if it is not already installed. Clicking “OK” if Java is
not found will direct you to the appropriate download site.

3. Upon re-launch of the Keystore-Explorer application you will be prompted to upgrade your Java Cryptography
Strength to unlimited.

KeyStore Explorer il

Ir/_‘\'l KeyStore Explorer requires your Java Cryptography Strength be uparaded to unlimited.
" Follow the instructions in the next dialog to upgrade.
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4. Pressing OK will direct you to appropriate site to download the appropriate zip file.

Upgrade Cryptography Strength 1'
To upgrade cryptography to unlimited strength carry out the following
steps:

1. Download Unlimited Strength Jurisdiction Policy

Press the button below to launch a web browser and download the
Unlimited Strength Jurisdiction Policy ZIP for your JRE from Oradle.

2. Install Unlimited Strength Jurisdiction Policy
Browse to the Unlimited Strength Jurisdiction Policy

ZIP or drop it onto the icon to the right. Finally press
the Upgrade button,

Browse to Unlimited Strength Jurisdiction Policy ZIP |

Upgrade I Cancel |

5. Save the zip file in a known location on your local PC and then browse to the saved zip file for Keystore-Explorer to
import required files and click “Upgrade”

6. Inthe Keystore tool, select “Open an Existing Keystore” and browse to the following installation directory on your
Good Control server: installation directory\jre\lib\security.

7. Selectthe file cacerts toopeninthe Keystore Explorer. When prompted for password, the default password is
changeit all lowercase.
"isKEyStan Explorer 5.0.1 _ O] x|

File Edit Wiew Tools Examine Help

IE e~ XxhBRrARA=O@0 A CdEQ@O|@

KeyStore Explorer

Unlock KeyStore ‘cacerts”

Enter Password: I*****”‘**
d
ne 4lcancel tore

L (58 (2]
Open the CA Examing a Shiow the
Certificates KeyStare Certificate Help Pages

Mo KewvStore Loaded

8. Generate a Key Pair by clicking on the icon as shown below and then selection OK, accepting the auto populated
values.
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B [=]

acerts - KeyStore Explorer 5.0.
File Edit View Tools Examine Help

DoEl«~XxbaEB@tr@—@|a0dRaQ0|e

cacerts # I
|T/| &] [El |Entry MName |Algnrlthm IKey Size ICertlFlcate Expiry ILast Modified

- @ addtrustclassica RSA 2048 30{May 2020 06:36:... 02/May/2006 08:50:... & |
ﬁ - @ addtrustexternalca RSA 2048 30/Mayf2020 06:48:.., 02[May/2006 08:51:...
ﬁ - @ addtrustgualifiedca RSA 2048 30jMayf2020 06:44:... 02[May/2006 08:53:...
“ - @ aolrootcal RSA 2048 19/Mow 2037 15: . 19/Mar/2008 11:3:
“ - @ aolrootca? RSA R 29jSepj2037 10:08 19/Mar /2008 11:34:...
# - @ bakimorecodssigningea RSA Generate Key Pair [x] 17{Mayf2025 19:59:.., 10/May(2002 08:05:. ..
* - @ baltimorecybertrustca  RSA Algorithm: &  osa 12{May 2025 19:59:... 10/May/2002 D8:28:... ~

jorithm: ¥
* - @ camerfirmachambersca RSA & 31j10lj2038 08:25,,, 31/0ctj2008 15:34:1..,
‘ - @ camerfirmachambers,,, RSA — 30j5epj2037 12:13:,, 31/0ctj2008 15:33:0,.,
Key Size: I 2, 0483.

‘ - @ camerfirmachambersi,,, RSA ¥ * 31202038 08:31:4,,, 31/0ctj2008 15:28:0,.,
‘ - @ certplusclassZprimatyca RSA 06/10lj2019 19:5%5,,, 23/Aprf2010 14:00:5..,
# - @ certplusclass3pprima... R3A Cancel 0800Uf2019 1:ENE, ., 23/ApH2010 14:02:0,.,
‘ - @ certumca RSA 11/1unf2027 06:46:3,,, 23/Aprj2010 16:11:5..,
‘ - @ certumtrustednetwor,., RSA 2048 31jDeci2029 0707, Z3[Apri2010 16:12:2..,
‘ - @ comodosaaca RSA 2048 31/Dec)2028 18:59:,,, 02/May/2006 08:48:...
‘ - @& deutschetelekomroot... RS54 2048 09/200/2019 19:5%:0,., 14/Mow/2008 13:41:...
‘ - @ digicertassuredidrootca RSA 2048 09/Koy /2031 19; .. 16/Aprjz00s 09:17:2..,
ﬁ - @ digicertglobalrootca R3A 2048 09jMow[2031 19:00:... 16/Aprf2003 09:21:2...
ﬁ - @ digicerthighassuranc,.. R3A 2048 09jMow (2031 19: 16/Apr/20058 09:22:4...
ﬁ - @  entrust2048ca RSA 2048 24)01{2029 10:15:1... 22/Junf2010 13:00:4..
ﬁ - @ enfrustevca RSA 2048 27[Mow[2026 15:53:... 23/Aprf2010 13:36:0...
ﬁ - @ enftrustrootcag? RSA 2048 07jDeci2030 12:55:... 22{Junj2010 13:01:0.., +

KeyStore Type: JKS, Size: 82 Entries, Path: 'Ci\Program Files (x886)\Good TechnologyGood Controlijrelliblsecurityicacerts'

After the key pair is generated, you will be prompted with the screen below, Click on the highlighted section to
change the certificate attributes to match your environment. The “Common Name (CN)” field must be populated
with the FQDN of the F5 listener. This is the name resolvable from the public Internet for which this certificate will be
valid. Inthis example F5.EXG13.COM is the name of the listener.

- cacerts - KeyStore Explorer 5.0.1 o |}

File Edit Wiew Tools Examine Help
VMEIEEE LY I EE Y B N

cacerts B |

[T | & | El |entry Hame | algorithm ke size |Certicate Expiry [ Last Podified
- @ addurustdassica RIA 2048 30/May/2020 06:3%:... 02{May/2006 05:50:

Bl Generate Key Pair Certificate 2006 08:51
- ad 2006 08: 55
- ac Wersion: (" Wersionl % Version 3 pon3 11:33:
- ac 2008 11:34

be | Signature Algorithm:  [SHA-256 withRSA =

be
o validty Period: | 1] [vear(s) +

Serial Number:  |1393368015
ca

e Name: | 4

e

ca

add Extensions |

QK I Cancel I

Cornmon Karne (CH):  [F5.E%G13.C0M

Organization Unit (0L): I

- 09Nov/Z031 19:00:... 16{Apr/2
- Crganization Mame {0): |GuudTechrm\m;y 09iNovj2031 19:00:..,
- 09/NovjZ031 19:00:.., 1
B Localiy Mame {L):  [Sunnyvale 24JU/2025 10,15 1... 22/
- State Name (5T): [calfornia 27Movjzn2e re=s ZalApr|2010 13:36:0, ..
- 07Decf2030 12:55:,,, 22{Iunj2010 13:01:
Caunkry (C): IUS
‘eystore Typ ¥ (9 od Contralijretlibisecurity|cacerts’
Email (E): |drhodas@goud‘com|
Jrer 5.0 Dat
|
I L]}

Click OK, then OK to accept the default alias which should be the CN you populated in above step, and input the
password and confirm password.
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Important: You must use the password changeit because the web server associated with the GC expects this
password.

11. Next generate a CSR from this key pair by right-clicking and selecting Generate CSR.

i-cacerts * - KeyStore Explorer 5.0.1

File Edit View Tools Examine Help

D0 W@ %0 B &

cacerts * % I

f#%=—0 8 dAe

geotrustprimarycags
geotrustprimarycagd
geotrustuniversalca

| | Generate CSR.
2 Import CAReply

|7 I =] I \E] |Entry Narme In\gor\thm IKey Size: |Cert|F|cate Expiry
B Sl e 3 T T TZ02E T
entrustrootcags RSA 2048 07Dec/2030 12:55:
entrustsslca RSA 1024 25/Mayj2019 12:39:
equifaxsecureca R34 1024 221Augf2018 12:41:
equif axsecuresbusin,,, RSA 1024 21)Junf2020 00:00:1
- equifaxsecureglobale. .. RS& 1024 21)Junf2020 00:00:1

am e E 5

? ', View Details » 13/Dec/2033 12:16:
=] qcca 13/Dec/2033 12:16:
- adea #§ Cut et 13/Dec/2033 12:18:
geatrustglobalca L] Copy Cirl+C 21May/2022 00:00:
geckrustprimaryca 2‘ T » 16ulj2036 19:59:5

13{Jan 2038 18:59:
01/Dec/2037 18:59:
04/Mar 2029 00:00:

globalsignca & Edit Certificate Chain 2 28/Janj2028 07:001
globalsignrzca = 5 15/Dec/2021 03:00;
globalsignr3ca =& 5o 18/Mar /2029 06:00:
godaddyclass2ca Wnlbek: 29/Junf2034 13:06::

grecybertrustSea
gtecybertrustglobalca
keynectistootca

14iAugf2013 19:59:
13jAugf2015 19:59:
25)May2020 20:00:

[+ Set Password
7 Delete

T Rename L
KeyStore Type: JKS, Size: 83 Entries, Path: 'C:\Program Files (x58)\Good TechnologyiGood Controlijreiliblsecur

-C-O.C-C-C-tC-C-C-tC-C-O-CIC-O-CC-C-

tr:FEEEEEESEEEE %-Eﬂﬂﬂﬂﬂ

12. Leave the default Format and signature Algorithm and enter a location and name for the CSR.

& PKCS #10

|SHA-256 with RS& T I

CSR File: |C:'|,5r.csr

Format: " SPKAC
Signature Algorithm:

Challenge:

Browse |
K I

Cancel I

13. Right-click the “gcca” key and choose to sign the csr file you just created. You are prompted for the same password
to unlock the gcca key to allow it to be used in the signing of the CSRfile.
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@ entrustsslca R4
@ equifaxsecureca RSA
@ equifaxsecuresbusin,.. RSA
@ equifaxsecureglobale.., RS54
" @ f5.exgl3.com RSA
oL @ g RSA
#® - @ gda ', View Details »
- @ geotrusk
R s i &% Cut Cirl+x
‘ - @ qgeotrustp -
n - @ geotrustp L, ] Copy Cri+C
‘ - @ geotrustp i Export »
! - @ qgeatrustu . e
enera
# - @ gobasign J;‘
‘ - @ globalsign Z, Import CAReply
” - @ qgobalsign = Edit Certificate Chain b hag 180t
n - @ godaddyc — 29
ign CSR
fo- e geone DAL |5 e
#® - @ ogecvben = Unlock
- @ ket Set Password
<eyStore Type: KS, Size: & # Delete ond TechnologyGoad Cor
——————— [ Rename -

Browse to the CSRfile generated, select it, and then fill in the field shown below to have the tool output a CSR reply
file. Choose the location and name in the field shown.

'*cacerts * - KeyStore Explorer 5.0.1
File Edit View Tools Examine Help

DEEea~+b0BRRLfRBo@Rdaad|e

cacerts * & | Sign CSR
| @ ENE [ con petals
& de
n dig Format: IPKCS #10
di
g d_g Subject:  [CN=FS.EX313.COM,OU=IT,0=Gaood Technalogy, [ |
ig
# enl =
n 1 Public Key: IRSA 2048 bits Y
enl
# enl | sigrature Algarithm: ISHA—256 with RS54
# enl
# eql Challenge: |
#® e
# eql | Signing Options
7 fs.

VYersion: (" Wersion1 % Version 3

UUOOOOUUIOOOUUOOOOUUO

1] gt
ﬂ Signature Algorithm: ISHA—ZSE with RSA -
- gdi
” - ger Walidity Period: I 133 Year(s) v
® - gel
n - gel Serial Mumber: I1393368703
n - 98
R - - A Rephy Fie: [Cicaraply v Browse
®o- do Add Extensions
" - glo

KeyStore Type! K5,

Next, right-click on the newly created keypair, and select “Import CA Reply” as shown below. Browse to the saved
.p7r file from the previous step and select OK. The certificate is now complete with exportable public and private
key.

Import CA Reply E

I: :I Ca Reply Impart Successful,
<
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16. Byright clicking on the final key-pair you and selecting certificate chain details, you should see details similar to the
following screenshot, showing the Root CA, the intermediate CA, and the final certificate you just completed.

Certificate Details for Entry ‘f5.exg13.com’

Certificate Hierarchy:

- GD-CEDAR Intermediate CA
8 FEERGL3.COM

Wersian:  [F
Subjert:  [D=dbri, OLI=Goad Dynamics Deplayment, CN=GD1 000777 CA &
Issuer: IO:dbn,OU:Good Dynamics Deployment, Ch=GD 10007757 CA Ieﬂ

Serisl Mumber:  [des 1480008

“alid From: IlS,iDec,iZEllS 12:18:43 EST

walid Until: |13,iDec,iZD33 12:18:43 E5T

Public Key: [R5A 2045 bits 7
Signature Algorithm:  [SHA-1 with RSA
Fingerprink: ISHA-I LI IEII:CE:DS:UF:AE:45:7D:3F:lC:D?:EU:AD:UE:UC:Si @ |

R e N =

17. Final stepis to export the Key Pair and save the .p12 file for import to F5.

5. e f2i
HOREE N bl
M = @ g 2048 13jDecf2033 12:1 .
UU = @ goca 4 cut Ctrl+X 2048 13Dec/2033 12:18:.., 1
ﬁ - @ gdea [ copy Ctrl+C 2048 13Dec/2033 12:18:.., 1
ﬁ @ geotr 2048 21Mav (2022 00:00:,., 1
# - @ goon RIS [l [ ExportKey Pair 036 12525, 1
® - @ geon || Generate CSR 8 Export Certificate Chain ~ PO38 18:59:5... 1
g - @ geohr  Import CA Reply || Export Private Key 037 18:59:.. 1
- @ geotr . " . =] . 029 00:00:... 1
=5 Edit Certificate Chain ] Export Public Ke
& - @ gt i I Expor g 025 07:00:0.., 1
ﬁ - @ globz % sian y | 2048 15/Decf2021 03:00:... O
‘eyStore Type: JKS, Siz Unlock 6)Good TechnologyiGood Cantrolijrellibsecuritylcs
Export Key Pair from KeyStore Entry '[5.exg13.com’

PKCS #12 Password: I********
Confitm Password: I********

Export File: |C:'l,e><p0rt.p12 Browse |
Export I Cancel |

Configuring the F5 client-side SSL profile

1. Inthe F5 GUI, select System, File Management, SSL Certificate List, Import SSL Certificates and Keys. Browse to
the previously export . pfx file, provide a recognizable Certificate Name, the password used to export, and click
“import” — this saves the certificate and private key into the F5 repository for use in setting up the server SSL profile.
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System »» File Management : SSL Certificate List »» lImport SSL Certificates and Keys

SSL Certificate/Key Source

PKCS 12 (I5) -
F& EXG13.COM
Browse T5-exg 13 phc

Import Type
Cerificate Name

Certificate Source

Password T
Free Space on Disk 169 ME
port

dno and switchina,

Select Local Traffic, Profiles, SSL, Client — this will allow you to create a client profile for SSL authentication.

) Local Trammic |A Name
Netwark Map T exg13_http_profile
Wirlual Servers S
Fouis |
Frofiles Senvices
iRules Content
Pools Persistente
Nodes Protacol
Monitors: s8L Client
Trafiic Class Authentication Server

Address Translation

Other

DNS Express Zanes

DN Gaches

Select “Create” in the upper right side of the screen to create a new Client SSL profile.

Do not change the parent profile clientssl, select the “custom” box on the right, and select the Certificate and Key
file that match what was Imported in the previous step.

In this example the name chosen was F5.EXG13-client: All other settings should not be altered on this page.

General Propertes

oz FEEG delient

arfton { ath Cotmon

clentss! B

2arent Poflz

Configuration: [Ecsiz

Serifate

custm¥.

7

[s=ancon
[Faencon &

Enablec Options

Don’ rsett amply lagmerts 2]

e 2

]

Disable

fcilakle Optons

pions List

Netscane ‘euse cipher ihang2 EUg #ErGrol
Wiz 05018 1 5513 bufer

i 050189 [E 55.72 RS pecciny
£6Leas 180 ¢l ent DH hug workeround
1LS € bugwaiksraund

Enabe;

r

REER
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Configuring the server-side SSL profile

1. Inthe Keystore Explorer tool, select the gdca public certificate and export to .crt file as shown below.

# - @ dgcertassuredidrootca R3A 2048
ﬂ - @ digicertglobalrootca R34 2045
I AR - coriicote rom entry gdcd
# - @ entrust2dsca 2048
g : : :::Ez:re:oc:caQZ Export Format: €% %509  (C PKCS#7 ( PKIPath  { SPC 22:2
# - @ entrustssla PEM: [V 1024
# - @ equfaxsecoreca 1024
8 - @ equifaxsecuresbusinesscal Export File: IC:".gdca-Crt| Erawse | 1024
* - @ equifaxsecureglobalebusiness 1024
I & @ foexgl3.com 2046
@1? 2 @ g Export I Cancel | 2048
2 ® goa o 2046
n - @ geotrustglobalca RSA 2048
* @ geotrustprimaryca RSA 2043
@ . @ nenkenctovimarecan? Fr R4

2. Import this file into the F5 SSL certificate store. This certificate is used as the Trusted Certificate Authority instead of
the default cacerts bundle included with default F5 profile.

System »» File Management : SSL Certificate List »» Import S5L Certificates and Keys

"‘,%i Statistics
SSL Certificate/Key Source
iy
@ 5 Import Type | Cerlificate j
Em Local Traffic ® Create Mew © Overwrite Existing

Certificate Name g
gdca
(i %) Acceleration
& Upload File © Paste Text

Cerificate Source

Device Management adea.crt
Free Space on Disk 169 MB

@ Network
Cancel Irmport |

System

Configuration
Device Cerificates

File Management

3. Select Local Traffic, Profiles, SSL, Server and create a New Server SSL profile, and name accordingly
Modify the server authentication details to include:
o Server Certificate: Require
o Expire Certificate Response Control: drop
o Untrusted Certificate Response control: drop
o Frequency: once — (can be set to always)
« Retain Certificate: enabled
o Certificate Chain traversal depth: 3
« Authenticate Name — This must be the CN of your created certificate, in this example F5.EXG13.COM

« Trusted Certificate Authority: GDCA. This must be the certificate you uploaded in a previous step. This allows the
F5 to verify the certificate presented by the GP server(s) it establishes connections with to be validated against
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the BlackBerry Dynamics systems proprietary CA.

LEneral Froperuies

Name FéserverSsL
Partition I Path Common
Parent Profile |serverss\ j

Configuration: IBESiE v Custom

Certificate [Gefautt | r
Key I default 'I r

SSL Forward Proxy Feature ] r
Enabled Options
Dontinsert empty fragments ;l

Disahle
Cptions List —I

Available Options

Wicrosoft® session 1D bug i’
Netzcape® challenge bug workaround
Melscape® reuse cipher change bug warlkaray
S5LRef? reuse cert type bug workaraund

Microsoft® hig S5Lv3 buffer |

Enablel
Proxy S5L ] r

Server Authentication Custor P

Server Certificate I require 'I =2
Expire Certificate Response = ~
control [aron =]
Untrusted Certificate Response l—_l' ~
Control e
Freguency | I always 'I ¥
Retain Cettificate M Enablad v
Certificate Chain Traversal =
Ciepth
Authenticate Name | F5.ERG1 cl

Trusted Cerificate Autharities GDCA

Cerificate Revocation List
(CRL)

]}W

<l

Hone *

Configuring the F5 server pool

Each member of the GP cluster must also be a member of a pool of servers that F5 will distribute connections to. The
method of distribution or load balancing used in this guide is “least-connections” although the actual method the client
can choose canvary.
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1. Fromthe F5 console, navigate to Local Traffic, Pools, and then select “Create” in the top right.

Main Local Traffic »» Pools : Pool List
el satistics # - | Pool List
—
ifpp
& 8 Search Create
[F) Local Traffic | [~] status ‘ - Name = ppplication | Members |e Partition / Path
Network Map r @  ewl3_ad_pool? 13 3 Commaoniexg! 3.app
\irtual Servers T @  ewl3_as_pool? el 3 3 Commoniexg?3.app
) [l @ exq13_oa_pool7 exgl3 3 Commoniexgl3.app
Palicies
(] Q@ exgl3_owa_pool? exgl 3 3 Commaniexg! 3.app
Profiles
@ smitp_pool 4 Comman
iRules
Delete..
Poals
Kadac

2. The pool name used in this example is GP_Pool, the health monitor is simple TCP, Load Balancing method “least
connections” .

3. Each GP server in the cluster was given identifiable name and associated IP address, along with service port of
17533.

4. Do this for each member of your GP cluster for which the F5 will balance connections.

Lacal Traffic »» Pools: Pool List »» New Pool...

Configuration: | Basic |
MName | GP_Poal
Description I Good Proxy Servers Comprising Primary Cluster
Active Available
Common = inband 1l
Health Maonitars = tep_half_open
udp B
== | |fCommonlexgT . app
=l exql3_ad_goodadmin_eav_maonitor x|
Resources
Load Balancing Method I Least Connections (member) j

Priarity Group Activation Dizabled -

 New Node  Node List
Node Name:| GPO3 {Optional)

address: [ 17216.4.8

Service Part | 17533 *All Services ¥

Mew Members el

R:1 P:0C:0 GPO1 172.16.4.6 117533 = |
R:1 F:0C:0 GPOZ17216.4.7 117433
R:1 F:0C:0 GPO317216.4.8 1174933

=
_Edit | _Delets

Cancel Repeat I Finished

Configuring the F5 virtual server
Note: Except for fields and values specifically called out in these steps, all other values can be left at defaults.

1. Fromthe F5 GUI, go to Local Traffic, Virtual Servers, and select “Create” to create a new Virtual server. This Virtual
Server will be the perimeter facing IP address which is NAT'd to from Public IP, or in some cases this could be the
actual public IP address which the BlackBerry Dynamics secured applications will make their initial connection to.

2. Source is 0.0.0.0/0 because we will be accepting connections from [P addresses anywhere on the public Internet
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3. Destination will be the perimeter IP address of the F5, in this lab this is the IP address on the internal LAN which is
NAT’d to from the Public Interface of Internet Edge Router.

o Service port must be 17533.

« Configuration = Basic.

« Protocol = TCP.

o SSL Profile (Client) = select the profile created in step 5 above.

o SSL Profile (Server) = select the custom SSL server profile created in step 6 above.

« Choose Source Address Translation = Auto-Map (could vary depending on configuration).

Note: HTTP profile should be set to none.

T 355 PP
General Properties
ﬁuﬂ Local Traffic Mame GoodP roxy
Partition / Path Commaon
Metwork hap
Wirlual Servers DEEHIRI I
Policies Type Standard B
Profiles Source |[0ooom
iRules _ Tne: @ Haost © Metwark
Destination
Poals Address:[ 101201512
Hodes Serdce Part | 17533 | Other: M
Monitars Asllability () #wailable (Enabled) - The virual server iz available
Traffic Class Syncoakie Status off
Address Translation State ‘ Enabled =
DS Express Zones
jon: | Basic B
DNG Caches Configuration: I :l

Protocol TCR =
(¢ 2%4) Acceleration HTTP Erafile Nane -]

&= Device Management FTF Frofile None =
RTSP Profile Hone e
(_ =) Metwork
Selected Available
[i%) system ‘Connmon = Comimoinr =
5L Prafle (Client) FSEXG13dient =% clientss!
clientsgHnsecure-compatible
=5 wom-default-clientss| b
j ‘Commonexg?3.app j
Selected Ayailable
‘Comimon ﬂ ‘Comimon =
S5L Profile (Server) FSserverSSL 53 FS-server-ssl
apm-default-zerverss| =
== exgl3_new
j serverss| j

WLAN and Tunnel Traffic AllYLANS and Tunnels =
Source Address Translation Auto Map | *

4. Nextselect Local Traffic, Virtual Servers, GoodProxy (name chosen in previous step), and select “Resources”.
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5. Select the Default Pool to be associated with this Virtual Server you created previously.

£ ~ | Properies

=y statistics

a ipp
Load Balancing

@) Local Traffic Defaut Pool [Grpoo =]
MNetwork Map Default Persistence Profile MNaone hd
Wirtual Servers Fallback Persistence Profile lm
Puolicies Update

Profiles
iRules iRules
Pools Mame
Modes Mo records to display.
Monitars o
Policies
Traffic Class Name

Address Translation Mo records to display.

OMS Express Zones

DHS Caches

Configuring BlackBerry console settings

1. Any GP server that is a member of a cluster must be configured identically. All members of a cluster must be either
Direct Connect enabled or disabled. Broken connections and undesired behavior will result if settings are not
uniform.

2. Each member of the GP cluster should be set to Direct Connect = Yes

Each member of the GP cluster should have its “Host Name” set to the name identified as the public FQDN of the
listener on the F5 reverse proxy — i.e. the Common Name of the Certificate created in the beginning of the
configuration.

4. Do not enter anything for the Proxy Host field.

User Accounts ﬁ
Manage Users
#dd Users Ports and Timeout Self Service Direct Connect Server Properties
Policy Sets ¥
First v
Application Groups il
Direct Web Proxy "
L G
fanage Groups GP Hame s Host Hame Proxy Proxy Host Port Actions
Creste Group
Applications = gg&; 000258 GRS Yes F5.exg13.com Ho Ve -
Manage Applications
Add Application GD11000256.GPS- Yes T Mo pd-)
Wirsp Application oplz : :
Services " - iy
= gES;UUUZSB'GPS es F5.exg13.com Ho g -]
Manage Services
fdd Service
Configuration
Client Connections
Adrministralors
Server =

Logs
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List of supported SSL ciphers between GC and GP servers
for Direct Connect

The complete list of supported ciphers is below. These are valid values for the GP server's property file
c:\good\gps.properties and the gps.directconnect. supported. ciphers key.

SSL_DHE_DSS_EXPORT_WITH_DES40_CBC_SHA
SSL_DHE_DSS_WITH_3DES_EDE_CBC_SHA
SSL_DHE_DSS_WITH_DES_CBC_SHA
SSL_DHE_RSA_EXPORT_WITH_DES40_CBC_SHA
SSL_DHE_RSA_WITH_3DES_EDE_CBC_SHA
SSL_DHE_RSA_WITH_DES_CBC_SHA
SSL_DH_anon_EXPORT_WITH_DES40_CBC_SHA
SSL_DH_anon_EXPORT_WITH_RC4_40_MD5
SSL_DH_anon_WITH_3DES_EDE_CBC_SHA
SSL_DH_anon_WITH_DES_CBC_SHA
SSL_DH_anon_WITH_RC4_128_MD5
SSL_RSA_EXPORT_WITH_DES40_CBC_SHA
SSL_RSA_EXPORT_WITH_RC4_40_MD5
SSL_RSA_WITH_3DES_EDE_CBC_SHA
SSL_RSA_WITH_DES_CBC_SHA
SSL_RSA_WITH_NULL_MD5
SSL_RSA_WITH_NULL_SHA
SSL_RSA_WITH_RC4_128_MD5
SSL_RSA_WITH_RC4_128_SHA
TLS_DHE_DSS_WITH_AES_128_CBC_SHA
TLS_DHE_DSS_WITH_AES_128_CBC_SHA256
TLS_DHE_DSS_WITH_AES_256_CBC_SHA
TLS_DHE_DSS_WITH_AES_256_CBC_SHA256
TLS_DHE_RSA_WITH_AES_128_CBC_SHA
TLS_DHE_RSA_WITH_AES_128_CBC_SHA256
TLS_DHE_RSA_WITH_AES _256_CBC_SHA
TLS_DHE_RSA_WITH_AES_256_CBC_SHA256
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TLS_DH_anon_WITH_AES_128_CBC_SHA
TLS_DH_anon_WITH_AES_128_CBC_SHA256
TLS_DH_anon_WITH_AES_256_CBC_SHA
TLS_DH_anon_WITH_AES_256_CBC_SHA256
TLS_ECDHE_ECDSA_WITH_3DES_EDE_CBC_SHA
TLS_ECDHE_ECDSA_WITH_AES_128_CBC_SHA
TLS_ECDHE_ECDSA_WITH_AES_128_CBC_SHA256
TLS_ECDHE_ECDSA_WITH_AES_256_CBC_SHA
TLS_ECDHE_ECDSA_WITH_AES_256_CBC_SHA384
TLS_ECDHE_ECDSA_WITH_NULL_SHA
TLS_ECDHE_ECDSA_WITH_RC4_128_SHA
TLS_ECDHE_RSA_WITH_3DES_EDE_CBC_SHA
TLS_ECDHE_RSA_WITH_AES_128_CBC_SHA
TLS_ECDHE_RSA_WITH_AES_128_CBC_SHA256
TLS_ECDHE_RSA_WITH_AES_256_CBC_SHA
TLS_ECDHE_RSA_WITH_AES_256_CBC_SHA384
TLS_ECDHE_RSA_WITH_NULL_SHA
TLS_ECDHE_RSA_WITH_RC4_128_SHA
TLS_ECDH_ECDSA_WITH_3DES_EDE_CBC_SHA
TLS_ECDH_ECDSA_WITH_AES_128_CBC_SHA
TLS_ECDH_ECDSA_WITH_AES_128_CBC_SHA256
TLS_ECDH_ECDSA_WITH_AES_256_CBC_SHA
TLS_ECDH_ECDSA_WITH_AES_256_CBC_SHA384
TLS_ECDH_ECDSA_WITH_NULL_SHA
TLS_ECDH_ECDSA_WITH_RC4_128_SHA
TLS_ECDH_RSA_WITH_3DES_EDE_CBC_SHA
TLS_ECDH_RSA_WITH_AES_128_CBC_SHA
TLS_ECDH_RSA_WITH_AES_128_CBC_SHA256
TLS_ECDH_RSA_WITH_AES_256_CBC_SHA
TLS_ECDH_RSA_WITH_AES_256_CBC_SHA384
TLS_ECDHE_ECDSA_WITH_AES_256_GCM_SHA384 = Default
TLS_ECDH_RSA_WITH_NULL_SHA
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TLS_ECDH_RSA_WITH_RC4_128_SHA
TLS_ECDH_anon_WITH_3DES_EDE_CBC_SHA
TLS_ECDH_anon_WITH_AES_128_CBC_SHA
TLS_ECDH_anon_WITH_AES_256_CBC_SHA
TLS_ECDH_anon_WITH_NULL_SHA
TLS_ECDH_anon_WITH_RC4_128_SHA
TLS_EMPTY_RENEGOTIATION_INFO_SCSV
TLS_KRB5_EXPORT_WITH_DES_CBC_40_MD5
TLS_KRB5_EXPORT_WITH_DES_CBC_40_SHA
TLS_KRB5_EXPORT_WITH_RC4_40_MD5
TLS_KRB5_EXPORT_WITH_RC4_40_SHA
TLS_KRB5_WITH_3DES_EDE_CBC_MD5
TLS_KRB5_WITH_3DES_EDE_CBC_SHA
TLS_KRB5_WITH_DES_CBC_MD5
TLS_KRB5_WITH_DES_CBC_SHA
TLS_KRB5_WITH_RC4_128_MD5
TLS_KRB5_WITH_RC4_128_SHA
TLS_RSA_WITH_AES_128_CBC_SHA
TLS_RSA_WITH_AES_128_CBC_SHA256
TLS_RSA_WITH_AES_256_CBC_SHA
TLS_RSA_WITH_AES_256_CBC_SHA256 = Default
TLS_RSA_WITH_NULL_SHA256
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